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Course Overview 

 

This three-day instructor-led course is aimed at modern device management professionals looking to manage their 

enterprise devices using Microsoft Intune. This course will cover Enrolment, Application Management, Endpoint 

Security and Windows Autopilot as well as Azure Active Directory Conditional Access and Identity Protection. The 

delegates will learn how to enroll devices, deploy applications and manage them to maximize user productivity and 

device security. 

 

 

Course Prerequisites 

There are no prerequisites for this course. 

 

 

Course Outline 

 

1: Introduction to Microsoft Intune 

• Mobile Device Management 

• Microsoft Intune 

• Azure Active Directory 

• AAD Identity Protection 

• AAD Conditional Access 

 

2: Microsoft Intune Device Management 

• Enrolling Devices 

• Device Compliance 

• Device Profiles 

• Device Updates 

 

3: Microsoft Intune Application Management 

• Application Management 

• Deploying Applications 

• Application Configuration 

• Managing Applications 

• Policy Sets and Guided Scenarios 

 

 

 

 

 

 

 

 

 

 

 

 

4: Microsoft Intune Endpoint Security 

• Security Baselines and tasks 

• Antivirus 

• Disk Encryption 

• Firewall 

• Atack Surface reduction 

• Endpoint detection and response 

• Account Protection 

 

5: Deploying Windows with Windows Autopilot 

• Windows Autopilot overview 

• Preparing for Windows Autopilot 

deployment 

• Deploying Windows 11 using Windows 

Autopilot 

 

6: Microsoft Intune Additional and Premium Features 

• Remote Help 

• Tunnel for Mobile Application Management 

• Endpoint Privilege Management 

• Advanced Endpoint Analytics 

 


